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KGI Financial Holding Co., Ltd.

Information Security Statement

KGI Financial Holding Co., Ltd. (the company) upholds the concept of

information security, providing comprehensive protection for the company's

information systems and the data stored, processed, transmitted, or disclosed.

This is to prevent incidents such as damage, theft, leakage, alteration, misuse,

and infringement. This Information Security Statement has been prepared in

accordance with the following information security statements:

1.

The management of the company declares its determination to support
information security, continuously improving the information security
management system to protect the company's information assets, reduce the
impact of potential information security incidents, and safeguard the rights

and interests of customers.

All suppliers, including their full-time and temporary employees, must
comply with the contract, the company's "Information Security Management
Policy," and related information security regulations. Authorization must be
obtained before accessing the company's information assets within the scope
of the contract; when holding or using the company's information assets, they
are responsible for protecting them to prevent unauthorized access, alteration,
destruction, or improper disclosure. Upon termination or closing of the

contract, the company's information assets must be returned.

When suppliers, including their full-time and temporary employees,
encounter information security incidents or potential violations of the
company's "Information Security Management Policy" or related information

security regulations during the execution of their contracted duties, they



should immediately report to the company's contact window.

4. All information system development, modification, and maintenance must
comply with relevant information security regulations and adhere to the

provisions of the company's "Information Security Management Policy."

5. All personnel of the company, upon becoming aware of information security
incidents or potential violations of the company's "Information Security
Management Policy" or related information security regulations, shall report
to internal and external units in accordance with relevant internal regulations,

respond to the situation, and analyze the root cause to prevent recurrence.

6. The company complies with relevant internal and external regulations,
establishes corresponding control procedures, and regularly conducts
information security audits to ensure the continuous and effective operation

of the information security management system.

The issuance of this statement explicitly declares the company's emphasis on
information security. All suppliers, including their full-time and temporary
employees, should thoroughly understand the information security statement to

safeguard the company's information security.



